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**ABSTRACT**

Fraud detection and prevention is one of the most crucial aspects of the retail industry. Product returns presents one of the major challenges in present day retail, and as e-tailing continues to grow towards becoming the most popular consumer option to purchase goods, fraud methods are becoming more sophisticated. Retailers use their flexibility in return policy as one of the major tools towards attracting and pleasing the consumer, but this often poses the issue of return fraud largely affecting profits. As flexible return policies and customer satisfaction are highly correlated, it is important to determine a way that guarantees that losses are not incurred due to high number of fraudulent returns. This problem continues to pose a concern both strategically and economically, and accordingly, the investment of time and resources into developing a model that accounts for factors that identify fraudulent transactions could be crucial in the process of balancing between customer satisfaction and maximization of profits. In this era where technology is dominating, machine learning and big data provide the tools necessary to manage such challenges. Many studies have proposed methods to detect fraud through supervised machine learning models, and while that performs well, the lack of fraud-labeled data in the retail industry makes it difficult to develop a supervised learning model.

**KEYWORDS**

**ACQUIRING SANK**: This is a bank or financial institution that accepts payments for the product or services on behalf of a Merchant.:

**COMPUTER**: This is an electro-mechanical device that is capable of accepting data as inputs, stores it, processes the data and outputs it as result or information.

**CREDIT CARD**: It is a payment mechanism that enables consumers to make their online purchase.

**DATA**: Data are raw facts which undergo processing and become information. They are also the simplest unit of information that can stand on its own.

**DIGITAL CERTIFICATE**: It is a certificate that enables a merchant to do on-line business and it is been issued by a corporate body.

**GATEWAY**: This is a device that connects two computer networks that cannot be connected in any other way.

**HYPERTEXT DOCUMENTS**: They are documents written with HTML, ASP, ASP.NET, PHP, JAVA SCRIPT PAGES (JSP), CODE FUSION, and PROGRAMMING LANGUAGES.

**INTERNET**: It is an interaction of computer networks connecting other networks from computers, companies, houses etc. ISP: (Internet Service Provider): This is a company(s) that provides internet access to homes or business users.

**MERCHANT ACCOUNT**: It’s a contract under which an acquiring bank extends a line of credit to a merchant who wishes to accept payment card association brand

**MY SQL:** This is relational database server that is ideal for both small and large applications.

ON-LINE BOOKSHOP: It is representation of material or real bookshop on the internet or on the web.

**PHP (HYPERTEXT PRE-PROCESSOR):** This is a powerful server side scripting language for creating dynamic and interactive website.

**WWW** (World Wide Web): It is a multimedia interface that connects us to resources such as documents, e-mails, chat, web sites that are available on the internet with the computer.
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